**Памятка для граждан**

Как не стать жертвой посягательств преступников в сфере компьютерной информации и современных технологий:

- исключить использования идентичных логинов и паролей для доступа
к социальным интернет-сетям, почтовым сервисам, платежным программам, он-лайн магазинам;

- исключить использование общественных беспроводных сетей Интернет
для осуществления платежных операции;

- исключить передачу реквизитов банковских карт третьим лицам (номер, держатель карты, срок действия);

- исключить использование сайтов – клонов кредитных учреждений, государственных органов, а также порталов государственных
и муниципальных услуг;

- исключить просмотр содержимого электронных писем поступающих
от неизвестных отправителей, а также переход по ссылкам прикрепленным
в электронных письмах от неизвестных отправителей;

- использовать в работе антивирусного программного обеспечения
при использование Интернет-сетями;

- также следует обратить внимание, что сотрудники call-центров кредитных учреждений не осуществляют переговоры с клиентами с личных телефонов
и не запрашивают реквизиты предоставленных карт.
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